Nick Yoho ~ o
1022 Iowa
Lawrence, ks B56044

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chatirman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to pravide this sort af backdoor access have nat been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I took forward to hearing your thoughts aon this matter.

Sincerely,

Nick Yaho
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James Wester

1424 w. Divisiaon #3
Chicago, IL 80822

Mar<h 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access,

I do not believe this requirement is necessary. Llcngstanding laws already
require Internet Service Providers and Internet telephone companies ta allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
cnly created a rich opportunity for hackers.

Oon¢e again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward toc hearing your thoughts on this matter.

Sincerely,

James Wester
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Paul Barrett

6525 24th Ave. NE H4
Seattle , WA 9B115

March 14, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement i1s necessary. Longstanding laws already
require Internet Seryice Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources lTike e—mail. The fBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eEven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity fFor hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Paul Barrett




#1an Furchtenicht
6617 Mantclair Lane

Madison, WI 53711%

March 18, 2004

FCC Chairman Michae]l Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a <oncerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enfarcement to look through.

T am very concerned that this requirement represents an end-run arogund
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Jike phone companies and data
sogurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key teo aur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents te access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I ook forward to hearing your thoughts on this matter,

Sincerely,

Alan Furchtenicht
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LARRY HOPT

PO BOX 19300
SEATTLE, WA 98109

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiaons Commission
445 12th Street SW

washington, 0C 20554

FCC Chairman Powell:

As a concarned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do nat believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communicatians, the
government is creating the very real potential for hackers and thieves or
even rogue government agents  to access our personal communications, Past
efforts ta provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter,

Sincerely,

LARRY HOPT
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Johnny Rhoads

109 king st
avan, il B1415

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Cammissian
445 12th Street SW

Washington, DC 20554

FCC chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It 1s the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can ¢olle¢t information between sources like phone <ompanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by regquiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rpogue government agents to access our personal communicatfons. Past
effarte to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping,

I look forward to hearing your thoughts on this matter.

Sincerely,

Johnny Rhoads
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michael beery

2275 w. orland rd.
angola, IN 46703

Marc<h 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring aill
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress, lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sources 1i1ke phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urage you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies shoculd have built—in
wiretapping,

I Took forward to hearing your thoughts an this matter.

Sincerely,

michael heery
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Sarah Groux

PO Box 2Bb
West Liherty, Wv 26074

March 18, 2004

FCC Chairman Michael Powel)
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this recuirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources l1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government 15 creating the very real potential for hackers and thieves or
even rogue government agents to agcess our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

once again, I urge you te oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Sarah E. Groux



¥on 22 Mar 2004 09:08:42 AM EST P. 4
Fobert Miner

5825 Cliffside Ter
Colorado Springs, CO B0918

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washingtan, 0DC 20554

FCC Chairman Powell:

ASs & concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources like phone companies and data
spurces like e-mail, The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunicatigns, the
government is creating the very real potential for hackers and thieves or
even rogque gavernment agents to access our personal cammunications. Past
effaorts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urage you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely,

Robert Miner
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Martha Bartter

2413 N, East SEt.
Kirksville, MO §3501

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement i1s necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

If we really wanted to overwhelm any information-gathering agency with mostly

non-useful scut work, this is the way to do it. Are we trying to incapacitate

both the internet and the fBI?

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in

wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Martha A. Bartter




Mon 22 Mar 2004 09:08:42 AM EST P. B
Mary 8. Sochacki

PO Box 525
Castine, Maine 04421

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingten, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition ta the
Department of Tustice s reguest that all new Internet communication services he
reguired to have built—-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping, It is the eguivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Jegistative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdaoor access have not bheen successful and
onty created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our npew Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

M ary B. Sochacki
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Cathryn Crawford

1127 N, Spaulding
Chicago, IL 60651

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 {2th Street SW

washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement 15 necessary. Llongstanding laws already
require Internet Service Progviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gaing far beyond these existing
powers by trying to force the industry to actually build its systems araund
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for taw enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I undarstand that by requiring a master key fo our personal communications, ths
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing ycur thoughts on this matter.

Sincerely,

Cathryn S. Crawford
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Sharon Wilsan

2128 18th St. Rd.
Greeley, CO 80831

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Fustice s reguest that all new Internet communication services be
required te have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal <ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Sharon Wilson
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Lax

PMB 503, PO Box 959
Kihei, HI 96793

March 1B, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end~run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eveh rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the danhgerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

1 look forward to hearing vour thoughts on this matter.

Sincerely,

Don Lax
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Lucy Mullins

1406 NE 57 ST
Ft Lauderdale, FL 33334

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal commuhicatiaons. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once agaim, 1 urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

1 Yook forward to hearing your thoughts on this matter.

Sincerely,

Lucy Mullins




T ¥on 22 Par 2004 09:00:42 AM EST P. 11
Irucka Embry

1720 Melrose Place, Box H202
Knoxville, TN 37916

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 reguest that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this requirement is necessary, Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It 15 the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communicatians, the
government is creating the very real potential for hackers and thieves or
even rogue gaovernment agents to access our personal communicatians. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Irucka Embry




Mon 22 Mar 2004 0B*55:04 AM EST P. 1
Dawnh Rutherford

4807 S. Orchard
Seattle, WA 38118

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingten, DC 20554

FCC Chairman Powell;

As a concerned individual, I am writing to express my oppasition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information betwsen sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to aur personal communications, the
government is <reating the very real potential fFor hackers and thieves ar
even raoque government agents to access our personal communications, Past
effaorts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that ocur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Dawn Rutherford




Hon 22 Mar 2004 0B:5%:04 AM EST P. 2
Lolita Holmes

5008 East Contreras Pike
Bath, IN 47010

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washington, DC 20594

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding Yaws already
reguire Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is gaing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enfarcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 'ike phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wjretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Lolita S. Holmes




e = T he b V. F
Amy  Fine
7305 Barra Drive
Bethesda, MD 20817

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an ¢ollect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal c¢ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built-in
wiretapping.

I look forward to hearing your thaughts on this matter.

Sincerely,

Amy Fine




Mon 22 Mar 2004 0B8:55%:0¢ AM EST F. %
John A Ten & Johanna Mattern Allen

1614 N 50th Place
Milwaukee, WI 53208

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these ewxisting
powers by trying to forge the industry to actually build its systems around
gavernment eavesdropping. Tt is the egquivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phaone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
cnly ¢reated a rich opportunity for hackers,

Once again, I urge you tp oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

i

John Allen & Johanna Mattern Allen




U0 UYTYY, UF AM EST
Franz Sugarman

105 W. Falls St.
Ithaca, NY 14850

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairmah Powell:

A4s a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gqoing far beyond these existing
powers by trying ta farce the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources like phone companies and data
sources like email. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have naot been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestfon of the Department of
Justice that our new Internet <¢ommunication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,.

Sincerely,

Franz Sugarman




Mon 22 Mar 2G04 08:55:04 AM EST P. &
M David Courtenay

505 High Grave Ave,
Coleta, CA 93117

March 18, 2004

FCC Chairman Michael Pawel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internct telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with 2z peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries far how
the FBI can callect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master ksy to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this scrt of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the danhgerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

M David Courtenay




Mon 22 War 2004 08:53.04 EST
Tony DeFilipps

10411 SW 108 Ave. #159D
Miami, FL 33176

March t8, 2004

FCC Chairman Michael pPowel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of TJustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internst Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement toc look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can collect information between sources like phane companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our persanal communications. past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Tony DeFilipps



Mon 22 War 2004 0DB:355.04 AM EST
sunyatta marshall

3705 hydraulic ave
st. louis, missouri' 63118

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
bepartment of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding ltaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up beoundaries for how
the FBI c¢an collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master Key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I loock forward to hearing your thoughts on this matter.

Sincerely,

Sunyatta Marshall




Mon 22 Mar 2084 00:%%5:04 AM EST P. 9
oseph P. Muscara

750 Sue Barnett
Houston, TX 77018

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

Washington, OC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Interrnet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peaphole for law enforcement to look through.

I am very <oncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phane companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatians. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Joseph P. Muscara




